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TRIPwire is an online network for U.S. 
State and local law enforcement 

officials tasked with bombing 
prevention to discover and share the 
technologies, tactics, and procedures 

(TTPs) of terrorist IED use. 

  Access is free, courtesy of DHS’s 
Office for Bombing Prevention. 

  TRIPwire is available 24 hours, 7 
days a week. 

  Access is strictly limited to certified 
responders. No vendors are allowed. 

To counter the IED threat in the United States, the President mandated the 
establishment of enhanced information-sharing initiatives. 

TRIPwire: Technical Resource for Incident Prevention 
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The TRIPwire Directory is one of the key locations on the site. 

TRIPwire: Technical Resource for Incident Prevention 

Initial Planning 

Op. Security/Recon 

Primary Resources 
Devices 

Tactical Design 

Significant Incidents 

•  Outlines preliminary 
 attack steps    

•  Highlights innovative means 
 used for gathering target data 

•  Provide information of 
 materials to use for HME    

•  Affords comparative 
 analysis for past incidents  

•  Offers insight of tactical measures used 
 for IED dev. & attack planning  

•  Gives details of specific components 
 of various IED designs    

* Note: Profiles are hyperlinked to track applicable data and real world events 
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To counter the IED threat in the United States, the President mandated the 
establishment of enhanced information-sharing initiatives. 

TRIPwire: Technical Resource for Incident Prevention 

“What’s New” Section 

•  Provides historic data  
•  Offers updated/current terrorist 
 incidents throughout the world 

•  QLRs / SIRs posted 
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To counter the IED threat in the United States, the President mandated the 
establishment of enhanced information-sharing initiatives. 

TRIPwire: Technical Resource for Incident Prevention 

“FBI Repository” Section 

•  Technical Reports afforded to 
 L.E. personnel  

•  Explosive Unit Technical reports 
 provided to Bomb Technicians only 
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To counter the IED threat in the United States, the President mandated the 
establishment of enhanced information-sharing initiatives. 

TRIPwire: Technical Resource for Incident Prevention 

“TRIPwire Email” 

•  TW members 
 provided secure email 

“Members Directory” 

•  Locate TRIPwire other 
 members 

•  Locate members by state or     
 discipline or both 

“Community Forum” 

•  Secure On-line chat 
 capabilities 
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To counter the IED threat in the United States, the President mandated the 
establishment of enhanced information-sharing initiatives. 

TRIPwire: Technical Resource for Incident Prevention 

“In the News” 

“Event Calendar” 

•  Exploits news releases through Reuters and AP 

•  Assess occasions of interest 
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To counter the IED threat in the United States, the President mandated the 
establishment of enhanced information-sharing initiatives. 

TRIPwire: Technical Resource for Incident Prevention 

“TRIPwire Library” 

•  Terrorism Data and Videos available 
 for exploitation 

•  50-60K documents and videos 
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To counter the IED threat in the United States, the President mandated the 
establishment of enhanced information-sharing initiatives. 

TRIPwire: Technical Resource for Incident Prevention 

“NAVSEAEODTECHDIV” 

•  Aggregated warfighter 
 terrorism data  
•  Counter IED 
 technology updates/findings 

•  Monthly summaries 
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To counter the IED threat in the United States, the President mandated the 
establishment of enhanced information-sharing initiatives. 

TRIPwire: Technical Resource for Incident Prevention 

“Triton Report” 
•  Global summary of IEDs and terrorist incidents  
•  No cost to S/L L.E. (typical cost $100K annually)  
•  Not available to Feds or Private Sector (Contractual 
 Agreement) 

•  Previous reports achieved in Adobe format 
•  Two types of reports (Quick look & monthly roll-up) 
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TRIPwire Community Gateway (TWCG) 

•  Developed in response to increasing private sector 
demand for bombing prevention information and 
assistance. 

•  Shares information on common site vulnerabilities, 
potential threat indicators, and effective protective 
measures. 

•  Provides information tailored specifically to each of 
the 18 CIKR sectors. 

•  Leverages content, expertise, and reputation of 
existing TRIPwire system. 

•  Serves as the central DHS repository for private 
sector guidance on bombing prevention. 

•  Reinforces DHS commitment to partner with private 
sector and public to combat terrorism. 

TRIPwire Community Gateway leverages the content and expertise of the 
TRIPwire system, bringing peer-validated and timely bombing prevention 
awareness information and analysis the private sector sharing bombing 

prevention responsibilities. 
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TRIPwire & TRIPwire Community Gateway  
Membership 

•  Those individuals eligible for TRIPwire are members of Federal, State, and local 
law enforcement with bombing prevention responsibilities. Members of the military 
and emergency services are also eligible, along with select members of the private 
sector who are security directors for their companies. Eligible individuals are 
encouraged to go to the user registration area at  www.tripwire.dhs.gov  and fill out 
the registration form.  The information will be vetted and approval provided based 
on meeting the established member criteria. 

•  Those eligible for TRIPwire Community Gateway are owners, operators, and 
individuals charged with the security of critical infrastructure and key resource 
facilities. In order to get access to TWCG information, currently available on 
HSIN-CS, eligible individuals are encouraged to email the TRIPwire Helpdesk at 
tripwirehelp@dhs.gov. A TWCG representative will then nominate the individual 
for HSIN-CS. 


